
KeePass, the free, open source, light-weight and
easy-to-use password manager

• Today, you have to remember many passwords. You need a
password for a lot of websites, your e-mail account, your
webserver, network logins, etc.

• Also, you should use a different password for each account,
because if you would use only one password everywhere
and someone gets this password, you would have a problem:
the thief would have access to all of your accounts.

• Also, you should use a different password for each account,
because if you would use only one password everywhere
and someone gets this password, you would have a problem:
the thief would have access to all of your accounts

Getting started

• Installation: https://keepass.info/help/v2/setup.html
• to create a new library for you passwords click on file then

on new and safe it afterwards
• enter you masterkey and pay attention to a good password

security,
• a secure password includes capital letters, lowercase letters,

special characters and numbers
• you can also use a file as your masterkey and connect the

access to your library only with your windows account
• save your setting and you`ve created your library

First steps

• After you`ve opened your library, choose a group that you
want to save your password in and press add entry

• A new window will open that will show you various options
for the saving of your password

For more info click here: kb.mpi-bremen.de

KeePass booklet


